Stand Out 3e Level 5
UNIT 2

CD1, Track 10

Counselor: Let’s get started. The first thing you need to do is go through all of your bank statements, credit card statements, receipts — basically all of the financial paperwork you have for the past year. Next, write down all of the categories in which you spend money. Then, figure out how much you spent in each category each month. Fourth, add up how much you spent each month to find out how
much you spend per year in each category. Finally, total up all those
annual numbers and divide the total by 12 to find out how much you spend each month on average. If you do all these things, you’ll find you’ll have a good idea of your annual or yearly expenses.

CD1, Track 11

Kimla: Derek, I really think we need to come up with some more ways to save money.
Derek: More? I thought we were doing really well with our money. I’m really proud of myself for making my own coffee instead of buying it at a coffee shop, and now I’m collecting coupons, too.
Kimla: Yes, you’re doing a great job. But weren’t you supposed to buy a used car? I thought you were looking at used cars, but then you ended up buying a new one.
Derek: Well, what about you and your designer clothes?
Kimla: At least I started buying generic name products and turning off the air conditioner before I go to bed.
Derek: Um, what about your designer clothes?
Kimla: I know, I know, I used to be so good at looking for bargains. But I just love the designer fashions. At least I was able to call the credit card companies and lower our interest rates, so we’re no longer paying high interest on cards.
Derek: Yeah, that was a good move. And I called the insurance company to increase our deductible, so our premiums would go down.
Kimla: I guess you’re right, Derek. We are doing a pretty good job.
Derek: Yep, I agree.

CD1, Track 12

Man 1: I was looking over my credit card statement last night, and I noticed some charges from unfamiliar companies. When I called the
companies to see what the charges were for, I found out that they were companies that I had never done business with. Apparently someone had gotten my credit card number off of the Internet and had been using it for months to make online purchases.

Man 2: My cell phone bill was really expensive this month. When I looked closer, I realized that I had been charged for a phone number that wasn’t mine. When I called the phone company to dispute it, they said that I had indeed called and added a line to
my account. I told them this wasn’t true and we discovered that someone had stolen my personal information and added a phone line to my account.

Woman: I was in the supermarket the other day and when I tried to pay for my groceries with my ATM card, it was declined due to insufficient funds. So then I went to an ATM machine and the same thing happened. I called my bank and found out that someone in another state had gotten a copy of my ATM card and had withdrawn all of the money.
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CD1, Track 13

Identity theft occurs when someone uses your personal identification information, such as your name, social security number, or credit card number, without your permission to commit fraud or other crimes. The FTC estimates that as many as nine million Americans have their identities stolen each year. In fact, you or someone you know may have experienced some form of identity theft. Identity theft is serious. While some identity theft victims can resolve their problems quickly, others spend hundreds of dollars and many days repairing damage to their name and credit record. 
How do thieves steal an identity? Identity theft starts with the misuse of your personal identification information, such as your name and social security number, credit card numbers, or other financial account information. Skilled identity thieves may use a variety of methods to get hold of your information, including dumpster diving, skimming, and phishing. When thieves dumpster dive, they rummage through trash looking for bills or other paper with your personal information on it. When
thieves employ the skimming method, they steal credit or debit card numbers by using a special storage device when processing your card. If thieves are phishing, they pretend to be financial institutions or companies and send spam or pop-up messages to get you to reveal your personal information. Often thieves change your address by completing a change-of-address form and they then divert your billing statements to another location. Identity thieves also use old-fashioned methods, such as stealing wallets and purses; mail, including bank and credit card
statements; pre-approved credit offers; and new checks or tax information. They steal personnel records or bribe employees who have access to them. Thieves also use false pretenses to obtain your personal information from financial institutions, telephone companies, and other sources. 
What do thieves do with a stolen identity? Once they have your personal information, identity thieves use it in a variety of ways.
Credit card fraud: They may open new credit card accounts in your name. When they use the cards and don’t pay the bills, the delinquent accounts appear on your credit report. They may change the billing address on your credit card so that you no
longer receive bills, and then run up charges on your account. Because your bills are now sent to a different address, it may be some time before you realize there’s a problem. 
Phone or utilities fraud: They may open a new phone or wireless account in your name, or run up charges on your existing account. They may use your name to get utility services like electricity, heating, or cable TV. 
Bank or finance fraud: They may create counterfeit checks using your name or account number. They may open a bank account in your name and write bad checks. They may clone your ATM or debit card and make electronic withdrawals in your name, draining your accounts. They may take out a loan in your name. Government documents fraud: They may get a driver’s license or official ID card issued in your name, but with their picture. They may use your name and social security number to get government benefits. They may file a fraudulent tax return using your
information. 
Other fraud: They may get a job using your social security number. They may rent a house or get medical services using your name. They may give your personal information to police during an arrest. If they don’t show up for their court date, a warrant for arrest is issued
in your name. 
How can you find out if your identity was stolen? The best way to find out is to monitor your accounts and bank statements each month, and check your credit report   on a regular basis. If you check your credit report regularly, you may be able to limit the damage caused by identity theft. 
What should you do if your identity is stolen? Filing a police
report, checking your credit reports, notifying creditors, and disputing any unauthorized transactions are some of the steps you must take immediately to restore your good name. 
What can you do to help fight identity theft? A great deal. Awareness is an effective weapon against many forms of identity theft. Be aware of how information is stolen and what you can do to protect yours, monitor your personal information to uncover
any problems quickly, and know what to do when you suspect your identity has been stolen. You can also help fight identity theft by educating your friends, family, and members of your community.




Copyright © National Geographic Learning, a part of Cengage Learning

o

ety ot e B g e e T 5
e ey o o o o T
S g v e 00 s oo ot

s

D e o ol o o o ot
i o i st o g ol e o g o
Kot o ot ot s s ot et
R e g o i
Ko um-l:’“lflu“i‘ﬁ‘.'.l;mn\m, o i, D o e e
T o e bt

L S ey o

N B U e ot

ouman

o eI ————
e ey ot o

2yl il el g e, W o, et
e s o o st ot b i o e e oo




